MBA 6800  Directed Readings

Instructor: Dr. Eric Swedin
Office: LH274 on the Ogden campus; D2-137L on the Davis campus
Office phone: 801-626–6706
E-mail: eswedin@weber.edu
Web site: http://www.swedin.org/
Office Hours: Office hours are available by appointment.

Class Prerequisites:
Students should have already taken MBA 6640, “Information Assurance in the Enterprise,” before taking these Directed Readings for their Graduate Certificate in Information Systems & Technologies/Information Assurance.

Class Description:
This graduate course requires the student to read three books and discuss each book in turn with the instructor during individual appointments. The student is responsible for setting up individual appointments with the instructor during the course of the semester. There will be three separate appointments.

Campus Closure:
In the event of an extended campus closure, please look at your Weber State email in order for instructions on how we will continue the class via email and the online course system.

Grading Policies:
Grades will be determined on the basis of the instructor's evaluation of how well the student has absorbed the content of the directed readings and has been able to effectively communicate that knowledge.

Students with Disabilities:
Any student requiring accommodations or services due to a disability must contact Services for Students with Disabilities (SSD) in Room 181 of the Student Service Center on the Ogden campus. SSD can also arrange to provide materials (including this syllabus) in alternative formats if necessary.
Books:
You must read the following book, unless you have already read it:
- Bruce Schneier, Data and Goliath: The Hidden Battles to Collect Your Data and Control Your World (W. W. Norton, 2015).

You must read two books from the following list (you may not pick a book that you have already read):
- Stephen Budiansky, Code Warriors: NSA’s Codebreakers and the Secret Intelligence War Against the Soviet Union (Knopf, 2016)
- Andy Greenberg, Sandworm: A New Era of Cyberwar and the Hunt for the Kremlin’s Most Dangerous Hackers (Doubleday, 2019)
- Fred Kaplan, Dark Territory: The Secret History of Cyber War (Simon & Schuster, 2016)
- Bruce Schneier, Click Here to Kill Everybody: Security and Survival in a Hyper-Connected World (2018).
- Nicole Perlroth, This Is How They Tell Me the World Ends: The Cyberweapons Arms Race (2021).
- You may also choose any book related to information assurance or information security of your choice, subject to the instructor's approval.